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Directions:  Please choose the best answer and mark it on your Scantron.

1) How is data packaged for transmission over ATM media?

a) Frames

b) Packets

c) Cells

d) Datagrams

2) How can you show what debugging features are turned on?

a) Router#show debugging

b) Router(config)#show debugging

c) Router>show all debugging

d) Router#show all debugging

3) What device is used to connect nodes to a Token Ring network?

a) Repeater

b) DMAU

c) MAU

d) LECS

4) What is the maximum distance of a 10Base2 network?

a) 200 meters

b) 500 meters

c) 185 meters

d) 476 meters

5) What does the acronym CSMA/CD stand for?

a) Collision Sense, Multiple Access, Carrier Division

b) Carrier Sense, Multiple Access, Carrier Division

c) Carrier Sense, Multistation Access, Collision Detection

d) Carrier Sense, Multiple Access, Collision Detection

6) When segmenting a network, it is essential to ______________________________.

a) limit the number routers in a segment

b) decrease the size of the collision domain

c) increase the number of nodes in a segment

d) use repeaters whenever possible

7) Which device works at the Physical layer?

a) Repeaters

b) Bridges

c) Switches

d) Routers

8) What method is used to prevent bridging loops?

a) Manually disable the ports

b) Spanning Tree Algorithm

c) VLAN

d) IEEE 802.10

9) What is the correct order for the OSI layers?

a) Physical, Data Link, Network, Session, Transport, Presentation, Application

b) Physical, Network, Data Link, Transport, Session, Presentation, Application

c) Physical, Data Link, Network, Transport, Session, Presentation, Application

d) Physical, Data Link, Network, Transport, Session, Application, Presentation

10) The technology used to connect multiple computers together in a single office is called _______.

a) LAN

b) WAN

c) MAN

d) Internet

11) What is the name of the messages that bridges use to communicate with each other?

a) SPT

b) SPA

c) BPDU

d) MAC

12) What does DLCI stand for?

a) Data-Layer Computer Interface

b) Data-Link Control Interface

c) Data-link Connection Identifier

d) Data-Layer Circuit Input

13) Under what circumstances are Discard Eligible (DE) packets dropped?

a) When two routers are configured with the same DLCI

b) When congestion occurs

c) When LMI is turned up

d) When you ping a remote host

14) What is the correct syntax for configuring Frame Relay on an interface?

a) set frame-relay encapsulation

b) frame encapsulation

c) encapsulation frame-relay

d) initiate frame-relay encapsulation

15) Which configuration technique eliminates the problems associated with Frame Relay and split horizon?

a) Setting the LMI type

b) Configuring subinterfaces

c) Setting the bandwidth

d) Inserting a Frame Relay MAP statement

16) What is the command for configuring a subinterface for the s0 interface?

a) interface s0.1

b) create subinterface s0.1

c) initiate subinterface s0.1

d) interface e0.1

17) Which layer is responsible for creating and disconnecting virtual circuits?

a) Presentation

b) Session

c) Transport

d) Network

18) To bring their wide-area network online, in what order should they complete the following steps?  1.  Test Connectivity, 2.  Design an IP address scheme, 3.  Obtain physical circuits and frame configurations from a network provider, 4.  Configure routers and enable Frame Relay

a) 1,2,3,4

b) 2,1,4,3

c) 2,3,4,1

d) 3,4,1,2

19) IP standard access lists use which of the following as a basis for permitting or denying packets?

a) Source address

b) Destination address

c) Protocol

d) Port

20) IP extended access lists use which of the following as a bass for permitting or denying packets?

a) Source address

b) Destination address

c) Port and protocol

d) All of the above

21) To specify all hosts in the Class B IP network 172.16.0.0, which wildcard access list mask would you use?

a) 255.255.0.0

b) 255.255.255.0

c) 0.0.255.255

d) 0.0.0.255

22) Which of the following is a valid way to refer only to host 172.16.30.55 in an IP access list?

a) 172.16.30.55 0.0.0.255

b) 172.16.30.55 0.0.0.0

c) any 172.16.30.55

d) ip any 172.16.30.55

23) Which of the following commands will show the ports that have IP access lists applied?

a) show ip port

b) show access-list

c) show ip interface

d) show access-list interface

24) Which layer is responsible for multiplexing data from upper layers and placing the data into a segment?

a) Transport

b) Network

c) Data Link

d) Physical

25) The Network layer’s primary function is to ___________________________.

a) add MAC Addresses to the packet

b) establish a communication path to the communication partner

c) provide connection-oriented service

d) route data between different network segments

26) Which of the following terms describes the address used at the Network layer?

a) Physical

b) Logical

c) MAC

d) Host

27) What is the most common type of LAN network today?

a) 10BaseT

b) Token Ring

c) ATM

d) FDDI
28) What wildcard would you use to filter networks 172.16.16.0 through 172.16.23.0?

a) 172.16.16.0 0.0.00.255

b) 172.16.255.255 255.255.0.0

c) 172.16.16.0 0.0.8.255

d)
172.16.16.0 0.0.7.255
29)
______________ filter packets by source address, destination address, protocols, and port numbers.

a).
Standard IP Access lists

b)
Extended IP Access lists

c)
IGRP

d)
RIP

30)
A Cisco router resolves host names using either a host table on each router or a __________..

a)
DNS Server

b)
Proxy Server

c)
host table on each hub

d)
CDP server

31)
The ____________ command is used to administratively disable an interface on a Cisco router.

a).
Show interface

b)
Config terminal

c)
Shutdown

d)
Hostname

32) 
_____________ is used to hold the saved router configuration.  This configuration is not lost when the router is turned off or reloaded.

a)
NVRAM

b)
Flash memory 

c)
Configuration register

d)
ROM

33) 
The main purpose of the ______________   is to control how the router boots up.

a)
Flash memory

b)
RAM

c)
Configuration register

d)
NVRAM

34)
To upgrade or restore a Cisco router IOS, use the _______________ command.

a)
copy tftp flash

b)
copy flash tftp

c)
reload

d)
copy running-config flash

35)
This OSI layer specifies voltage, wire speed, and pinout cables.

a.
Transport

b.
Network

c.
Data Link

d.
Physical

36.
What does the TCP window size determine?

a.
The number of acknowledgments that must be sent from the destination host during a session.

b.
The number of bytes by which the segment is to be expanded when the next group of segments is sent from the source host.

c.
The number of data exchanges that can occur between source and destination before a new sequence number is exchanged.

d.
The number of bytes that can be sent by the source host before an acknowledgment is expected from the destination host.

37.
Which command will set a password to control access to the privileged EXEC mode?

a.
enable lock

b.
enable password

c.
set password

d.
set lock

38.
What is the main criteria a bridge connecting two LAN segments uses to determine which packets to forward and which to drop?

a.
The source MAC address

b.
The destination MAC address

c.
The destination network address

d.
The Frame Check Sequence number

39.
At which default interval does a Cisco router send a keep alive message to a Frame Relay switch?

a.
10 seconds

b.
30 seconds

c.
60 seconds

d.
5 minutes

40.
Which type of address is a network address?

a.
MAC address

b.
Logical address

c.
Physical address

d.
Data link address

